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WSSP WEDB APPLI CATI ONS ACCESS AUTHORI TY CODES ( AAACs)
1. Nunber of characters: One.
2. Type of code: Apha. (U S, M I, H C B) ascending order
3. Explanation:

a. The WBDB access authorization codes for different applications
and functions involved in the Wapon System Support Progranms. There
are seven different access levels. This AAAC is used in conjunction
wi t h appendi x A-177 (system access roles) to allow a user to navigate
within the WEDB at a | evel which permits the performance of the
individual's job responsibilities. The AAAC is established for a user
at all sites to which he is to be granted access and at the authorized
| evel at which he needs access. For instance, a user at his hone site
will be granted nore access to applications/functions at the other
centers. Gants access into certain menus, certain data, and/or
certain functions.

b. The WBSP data base application access authorization codes are
established and reside in the auth (v_user_data) table of each user at
the auth_code (user's application access level) field. The viewis a
derivative of and contains both the user_id and the auth_code fields in
the v_user _data table at each site for the appropriate access security
| evel s at each center where access is granted to any personnel. The
dual codes render access to center systems, as well as to the data base
i nformati on and applicati ons deemed appropriate to each user at every
site that applies.

4. Source: The WBSP Applications Access Authority Codes (AAACs) are
assigned and established by the senior DLSC-CSS or DSC weapon system
personnel. The individual users view table on the systemat the
resident site and at all other sites for the appropriate |evels of
access at each IAWsecurity and access |evels deternined to be
sufficient for the user to performall duties required at the hone
site, as well as any other applicable sites.

5. The WSSP WSDB Applications Access Authority Codes (AAACs) are
listed and defined as foll ows:

AUTH
CODE DEFI NI TI ON
U The U access authorization |evel code is granted to users who

are authorized only viewi ng and query of data and sonme actua
i nput to | ogical groups or notepads. The U code has access
to file menu, inquiry nenu, reports, goals, |ogical groups,
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not epads, and ad hoc query | AWt he key applications (A M add
and nodify, I-inquiry only, or D-delete records) therein for
the U level under each of the 36 tables of data in the data
base.

The S access authorization |evel code is granted weapon
system and ot her personnel who are authorized access to file
menu, inquiry nmenu, reports, SQ. options, goals (view only),

| ogi cal groups, notepads, and ad hoc query. The granted
functions within the data tables are granted | AWthe key
applications (AAMadd and nodify, |I-inquiry only, or D-delete
records) therein for the S |evel under each of the 36 tables
of data in the data base.

The M access authorization | evel code is granted weapon
system personnel / noni tors who are authorized access to the
file menu, inquiry menu, WSl transactions, reports, SQ
options, goals (view only), logical groups, notepads, and ad
hoc query. Al granted applications functions are granted

| AWthe key applications (A/Madd and nodify, I-inquiry only,
or D-delete records) therein for the MIevel under each of
the 36 tables of data in the data base.

The | access authorization |evel code is granted to a DLSC
CSS personnel author who is junior to the nost senior DLSC
CSS person (H) who is authorized a | evel of access which
allows themto performall H duties except WSDC W5GT poi nt  of
contact, adds, changes, or deletes. This | access authority
| evel has access to files nenus, inquiry nenus, certain
weapon system nodi ficationns only (no add/ del et e/ change of
WEDC/ WBGC), WS1 transactions, reports, SQ options, goals
(view only), logical groups, notepads, and ad hoc query. Al
granted functions are used | AWkey applications (A Madd and
nodify, I-inquiry only, or D-delete records) therein for

| evel under each of the 36 tables of data in the data base.

The H access authorization |evel code is granted to the nost
seni or weapon system personnel at DLSC-CSS only and

aut hori zes use of all applications and functions within the
dat a base except for the establishment and change of center
goals. This H access authorization | evel can establish
goal s, has access to files nenus, inquiry nenus, all weapon
and system mai nt enance/transacti ons, points of contact,
add/ del et e weapon systens, W51 transactions, reports, SQ
options, goals (except for centers), |ogical groups,

not epads, and ad hoc query. All of these functions nay be
used | AWkey applications, (ANM [|,D) for therein the H Ilevel
under each of the 36 tables of data in the data base.
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The C access authorization |evel code is granted to weapon
system personnel /nmonitors at the DSC sites. The C |evel has
aut hori zation for access to files nenu, inquiry nenu, WSl
transactions, reports, SQ. options, goals (processing site
only), logical groups, notepads, and ad hoc query. Al
granted functions within the data tables are granted | AWt he
key application (A/Madd and nodify, |-inquiry only, or

D-del ete records) therein for the C level under each of the
36 tables of data in the data base.

The B access authorization |evel code is granted to a senior
weapon system personnel /nonitor at the DSC sites. This B

| evel person is allowed access authority to assist DLSC CSS
wi t h changes/ mai nt enance of the points of contact in addition
to other granted functions. This B access authorization

| evel has access to files nenu, inquiry menu, points of
contact (nodify/change only). WSl transactions, reports, SQ
options, goals (processing site only), |ogical groups,

not epads, and ad hoc query. Al granted functions are used

| AW key applications (A/Madd and nodify, I-inquiry only, or
D-del ete records) therein for B |l evel under each of the 36
tabl es of data in the data base.
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